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Management (ERM) — Integrating with Strategy and Performance (2017) ﬁ'ﬂLLaﬂﬂugﬂ‘ﬁ' 1Ay
wdnINasIvINIENTIIMIAdS (ifsde nA 0409.3/236 astuil 3 nuaius 2564) FelsimnudiFayi
MFYIUININTEUINTUIMIANABUTFUA TR sAmans uaznsAduauredndns
dielvimssinauladauimseguuiiuguresdeyanndssfiasuiuuasiuasi

ENTERPRISE RISK MANAGEMENT

N \

STRATEGY BUSINESS IMPLEMENTATION ENHANCED

MISSION VISION.
& CORE VALUES ¢ DEVELOPMENT OBJECTIVE & PERFORMANCE VALUE
FORMULATION
'1 \ &\
Governance SN Strategy & Performance Review Information,
& Culture L Objective-Setting & Revision Communication,

& Reporting

1. Exercises Board Risk 6. Analyzes Business 10. Identifies Risk 15. Assesses Substantial 18. Leverages Information
Oversight Context 11. Assesses Severity Change and Technology

2. Establishes Operating 7. Defines Risk Appetite of Risk 16. Reviews Risk and 19. Communicates Risk
Structures 8. Evaluates A 12. P Risks Performance Information

3. Defines Desired Culture Strategies 13. Implements Risk 17. Pursues Improvement 20. Reports on Risk,

4. Demonstrates 9. Formulates Business Responses In Enterprise Risk Culture, and
Commitment Objectives 14. Develops Portfolio Management Performance

to Core Values

5. Attracts, Develops,
and Retains Capable
Individuals

View

;nlﬁ 1 99AUIZNDULASUANNITVDINITUINITANUIAEIUDI09ANT COSO ERM (2017)
a: Enterprise Risk Management: Integrating with Strategy and Performance (2017)
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1) ATUARNNNTEAU (Enterprise-Wide) nMsuinsAandesdiesnsounquiseiuosdnsg
fhosn waglasens ielviynmiisnuiiduson

2) danadpsfugnsAand (Alignment with Strategy) MsuUsziiuuazdnnIsANLABIFDY
deulssiuithmneuazgnsmanivanvesaniiu

3) dsTuuKaznszuIUNIsTALL (Structured & Systematic) linseuiunissey Useily
PoUAUDY WazAnpuANuAsse1aTusE Uy uazannInTaaoudeunduly

4) WUN5UINSWeIN (Proactive Management) sjaiiunisaianisalaiamit (Predictive)
LayMIWEENNTTesTuANLAssAauRnIYA

5) Wideymdugiu (Data-Driven) n1sdndulaidsriunuidsseguui ugruestoya
ArTeiBalsedny uazndngruinsiaaeuld

6) ANUFURAYaUsIUAY (Shared Responsibility) fuivisuazynainsynszsuiingii
saflunsuimsanaudesluduiinuiuinveu

7) nsdeaswazsieauagluseda (Transparent Communication) d5zUUSEUNG
mNuiAssdRu miaue waviiauslinunssuMsTiAEesesansuiy

8) nsWaIunag1esaLiins (Continuous Improvement) ssuUUSsAUEDIG09lF5U
nMsumuLazUuURedseLledliaenadaaiuuiunesdnsiiuasuunas

ANFUNUSIENTNNITUTIIANUE-UTTUUNITAIUANNE T
dvgy. Windnisudmsanudesiazniseavgunigludunssuiunisiidauduiusuay

advayuiveg1dlnddn lne n15UsMIsALLESS (Risk Management) 1u “ia3esiiaidanagns” viie

sryuarUssiiiunnudeanonadnanainguszainveesdns luvaei nsmivaunieluy (Internal

Control) +llu “iAsesliawdaufiinis nldlunisaiuan Miv wazanlonafinaudeanssylili

wineegluszauivausuls Ineanuduiusseninsaesssuvanansnesuiglaninisned 1



M19197 1 ANUFNRUSTENINTTUUNMTUIINIANUEL wazszuunisAIuAunigly

TUU

IQUsZAIANAN

NAANSTIAIANI

NSUSUITAALED S

SrUkazU T UAMUE BT 819NTENUAD

(Risk Management, RM) | M3us5qingUszadAaeAns

WRUUSHNTAULEDS (Action Plan) way

A InAnuLEss (KRI)

nsuAunety

(Internal Control, 1C)

MruALInsNIsAIUANiTadeaiunIoan

a A %
AUEs STyl

a

srvumuAuelundusednsnauas

as9aaule

a

Tngagyu nsudmsanudssie “n1swedludrandn” ilemanisafdsiioaindu daunis
mugunelude “mawedudlagiu” Welvuuleimsddunudulumunuazananugaided
p1fndu fatu faesnszuiunsiawioswidumsnugiu el fssuuuimsdansvesaniud
AnuasuiuLazdaiu FsazdudunsiundouiieliiAnnszuiunsaunuagluwaznisuims
AILAEI0IAN TR “msu‘%m'im'mLﬁlﬂmwyﬁmﬁms (Integrated Risk Management,
IRM)” fauansluguil 2 1duuuimisiiesdnsinagns nszuiuns uazyaainsuviausmiuile
sz Ussdiu uardansnnuidssimunogaduszuu wnufinsdansenudsadudiu 9 Ty 1IRM
wthelinnsziuresesdnaduniidnsulunmsdanmsanudes sldnsdnaulefituazussg

Wmuneld davihludgnisasne “Tausssumnudes (Risk Culture)”

naunsev FolAskK MiUs:au
ADWLEYVS:AUDVANS

Executive
Management

Qralinnal Department

Division /
Project

woutuo Wanaums
USHISADIFDD Internal Control
s=aunhe/TAsonis I

Monitoring & Evaluation

210NsDU
ulgue

BDI TOP Ex

MAUMSUSKIS

Risk Owner / Task Owner

R

ATUNSSUMS
Qasd>daou

Heasooapu
metu

dounmu
N e
A WIBDIU

JUN 2 Wunfim “AISUTMNSANIEEILUUYSNTT (Integrated Risk Management, IRM)” 484 &gy
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2.4 USSANVDIAIULHYIDIANT

auey. IanmuaUssinnvesanudsaantd 5 Usslan ielrnisuinsanudesesanvudl

DANIWALINUNINIDIANT ATl

(1) audeswunagns (Strategic Risk) ALERsdwanon1sussaidmne@eesemans

(2) ANULEEIRIUNSUURMU (Operational Risk) AULAEIAINNTEUIUNTT YAAINT T8

YUY

(3) ANULEIAIUNITEY (Financial Risk) ANULASLAZINUIUUTEUN NISIINY AT WG

Ny

(@) anudswuNMsURTRmuNgsedeu (Compliance Risk) AnsdssaInnshiuianiy

ngvsneviveseiley

(5) Anudssumalulagaisaume (Technology Risk) Amnuldssiieaduszuuimalulad

ANUTUAIUADANY LAZAINUADLLDIVDITEUY

2.5  ATTUIUNITUIMITAMULEIYR9aa1UU (Risk Management Process)
avgy. ATIUNITUTTANMUEAIAUNTEUILUNIT 7 TURDU ANNNIATFINNTUTITIANITAIY

E@esdmIunIBuedsy dalauimunliaenndasiuuinsgiu COSO ERM 2017 lnsiisneasziden

AILEAIL UM 2

A151991 2 NTTUIUNTUTUITANUEL VDI UY

AU

JUNDUY

1. MsmvuaingUszesn
(Objective Setting)

J [ 3 o a ' [ < <
AnuadngussasAvasnisaniunulunsiasseau ey
nsoulunmsseyuasuImsanudsdigennaasiudining
BIANT

2. NITBYANULEES
(Risk Identification)

sEUMANITal NI aUadedl 019d IanIENUAON1TUTT]
TogUszas logldnseudnsiest PESTEL uag 7S McKinsey
Sufuteyaanmneleunuidss (Risk Register)

3. ANTIATIZIANULEAS
(Risk Analysis)

AATIAE MR LAENANTENUTBIAUEFES LilovAudnla

USUNVBIANULELIDE1950UAY

4. NM3UTTHUTZAUAMNLELS

(Risk Assessment)

Usziiuseaumnued salneldinme 2 9/ (Likelihood x
Impact) odna1RUANEIAEYLAZ NANTUITZAUAILLEDT

gousule

5. NMSIAYLRNUUSAITIANITAIULEE

(Risk Management / Response)

ANUUANINTNITIANITAIINLE 89 1Unan 4T (Tolerate,
Treat, Transfer, Terminate) WS 81 UK S UAAYDULAE

TYLLIAN

11




AU JUNDY

6. NMIAANTULASNUNIUN AAMIUNANITALHEUNTAEUTEIHUUTEENTNAVRIUINTNS
(Monitoring & Review) Wrnsanudedaglithd aaudes (KR) Wuedesdlondn
7. MeURARaUUUTITEUUUIMIT | agUNauarTIBIIuRenmMEnITNNIST LA 819 0e Sau9
AR TorauauuranUuUsssuvUImsanudedimnganlul
(Reporting & Improvement) dnly
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UNN 3
a ¥V a I3 [ el'
N15USSLHUENTINLINADULLAZNS? Lﬂiﬂ%%{]ﬁ]?ﬂﬂtﬁﬂﬂ

nsuUIUITAULA B904AnsT TUsEANS amdududeseduanudlaidsdnii vy
“anMUINEoNTDI09FNT (Organizational Context)” eanaeuenuazniely Faduiugddy
yosmsszymarUsziiunuidssseAussAnsogngnies AsoUARY UazaonAdostUEMSAAnI DS
a1
avyy. Selddudunsussifiuanmundenvesesdnslaglinseuiinszsiniduinpsgiuaina
2 neu laun
(1) PESTEL Analysis dmsunshasizsitasuniouen (External Environment) fidsuase
MseiuuYesEnItuY ﬁ'ﬂul,%ﬂamal,t,azqﬂaisﬂ
(2) 7S McKinsey Framework d@msunisiasizvidadenislu (Internal Environment) 4
A2VoUNlATIATIN NITUIUNT KATTAAIINAINITAVDIBIANT
nan1sUszfiuaniuandouisansdiui azgnininduaseisansulusuiuuees SWOT
Matrix Wileszydladeidomanuesesdns (Key Enterprise Risks, KR) Tu 5 Usziananandes Téud sy
nagns AuNMSUHTRNY Aun1siu sumsujifaungssdeu wagiumalulagaisauwme
mMsiesesifenanazdudeyaddnlunmsdaviunuimsdnnsanuidsesdng Usedd
qudsEI WA, 2569 Wi olin1suInnsAuA savesanty ianuaenadesiuuiunng
Wasuuamesaninindenuaygsmaniasdnsogiadadu

3.1 ﬂ"lﬁ‘lJﬁ%Lﬁuﬁcﬂ']WLL’?ﬂél'Elllﬂ']‘c’Juaﬂ

AsIATIERan L Ingaun1euen (External Environment) Wuduneuddalunisusms
audeesEiuneAns Wioliandudlatladenieueniionademansenusensenduaumdluds
lan1a (Opportunities) wae guassa (Threats) Tusvordu-nan-o1n avgy. Wldnseunsinses
PESTEL Framework 33nsaunguiadsdiunisiiles (Political) LAswgAa (Economic) §3asl (Social)
welulad (Technological) Auwandes (Environmental) uagnnuine (Legal) Hiouszidiunualiuuay
Viunfiiedestuiusisvesaatu fuwandumsed 3

A15197 3 N1sUsEIuan INIIndeNnguen (PESTEL Analysis)

{238 PESTEL ANINLINADUAYUDN
Political o auluktusUTRLADYTAINNIINSIBIlUUSZINA
(F1un1518i49) . mmo

Spunalimsusudsuulonieiuiiviang1e5insy Wy nsudndulnanasy

ayan1asy Msldaudyguseiviniasy waznisisaiauilaseasianu

U
Futeyaseaund Minlvaadudeunseunseuuiuietiaue
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{238 PESTEL

ANNLINRDUATIUDN

1AsaEs N IASFAUATITIaUsENOUMEVaIENUIBIY (WU MDES, DEPA, ETDA,
DGA, @nuv.) Feonafiunuimiiudeutuuisdiu sudusesinisiuuaunuim
wasAuTiiefidniau

n1sadvayulAsINIsgynsAIanivessgula 1Wu Digital ID, Government
Cloud, Health Data Exchange a1aifulonialunisduind euunuinves
an1uu

AuAAn TR IussTInAutadeya (Data Governance) gedu vl
snsEAUIAsTIUTeyaasnTEUIUMIUAIaDnsiteE1srelileg

Economic

(AULATYFAR)

(%
=

AMziAsyNIvzaeimvadlaniazlng SI0TIN138IUUTEUUURUAUTE VY

danalin1sdnasseulssanauininenuspissimiataoiniauiniy

AlgInemumalulad lneanigsyuu Cloud, Cybersecurity, Data Platform

Larn1TUNT9sNwsruY dwunlduiindunnl i lisudssanadesnsaunqy

GRIGRREIAVIRT

n1siiulaveumsygiateya (Data Economy) uazn1adiutonyui v
o o [ £ v [ ' =] - [ a

anuddgyiunsamusuteya/Al lulenalunissiudiaeimuiuinig

ToyanIauINITIATIENI LY

[

yAansAaszitedninsummeuwnilaWisuiuniaensu yilinsuady

Y

TusanausauRIatAUTINe

Social
(Audeny)

sUwvunssnulndlussuu Gig Economy vgnednaiiies vinliuseaud
wudldudonauiuudasruag on-demand 1Ny danalia1ATgsinds

andudeundganurimelunsassmuazSnvyaaInInTinyzIanIzn g

AIUABINTTUIIIUATUADIN A WU Data Engineer, Data Scientist, Al
Specialist, Cybersecurity Specialist g4Uu waasnanyaansdslaiiieane

AUAUADINSTVBIUTENA

'
1 a

Uszmvunazensiiaudfyiuanulaensdedeyadiuuanaiadu dawe

t% I

linnuaanisseandlusddawaznsldveyaniaigiesedlunseuasesssy

LaSHINIZIUEN

o

Faaniunnlduiniseeuladuindu v lideyaniasginudiAysanis
Y
Y

[

TAusn15Useavu danalian1iuda9a1u1905095 Ul auan nainrangnasy

Usuaun
AuAuAIn Ll yUsEaviveslservuiliiinaiudenisiiveya

asgluaasylevdluguuuulmi 9 unndu
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{238 PESTEL

ANNLINRDUATIUDN

Technological
(AnNAlLlag)

foanaulsuessuusuazdudoutu Tnsiawis Ransomware, Malware
Attack, Data Breach, Zero-day vefunmsdeyaneusniienaiinnmides vin
Tidoaimununnsnistiestu-Annu-nevausteguelilos
Lwﬂiuia§§1’wu%’aa¢gaLU?{8uLLUaaﬁam§'s 19U Generative Al, Large Language
Models, Cloud-Native Architecture, Data Lakehouse yilsddusaaniaun
Ananneumalulagegiae
msiemmaluladangliuinsseieieiaaiisnnudsaiiu Vendor Lock-
in YAt finmuIvUssnauasALEavey

AUABINISAU Data Governance, Data Security, Metadata Management

warAun ndeyaglumuUsinadeyaiiintuegssings

Environmental
(AURILINADN)

n1sildsukUasaningiienniAuazdesssuyifenansenulaseasiaiugiu
AdviauazAudteda Wy Anusougdluggdeu i Tivhdu
wnlUNNI9551U Green Data Center YA 003 8UUTUTTUUATUNFNY

Uszansnn waznisiwmaluladidulinssedaindou

€

Miusudwndeusuliauaulaiudeya ESG undu vilideyaniu

A e

whndenenaduuinmsteyalminantudosimuiluouan

Legal
(AIUNUNE)

fnguunesudeyauazinalulad s1uiuann Wy PDPA w.5.u.A"u5uAS
Uaendtlaiued suifeudeyaninig vide ngumanednde Al fienauszmialily
auNAn

MsfeangmnesEiehsnuiianuuansisty dealinisdenlssdoya
SEnINEUTIINTFRIeAuNsMAugLatasintAuilas iy

fosiindu TOR subuuivan uazn1sdntodninaniady dwardeauadess
lumsiaimalulaguazusnistoya
ANNAIANIIVBIATITEBULAEILUAINY (WU d1TNNUATIEULNLAY,

ary. 138 anuy.) Wudy yhineunIeudeyauasnangiunisujuanasuiiu
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3.2 ﬂ"li‘ljizLﬁu&ﬂqWLtﬂﬂé’ﬂuﬂ']ﬂlu
nsUsziduaniniana sunieluves avgy. andunisiaeldnseunisitasiziuuy 79

McKinsey @a.dunsoun1siiasnziiyauszidiussnussnaunanuesesdns 7 au laun Strategy,

Structure, Systems, Shared Values, Skills, Staff wag Style Lﬁ@isuﬁ!mvﬁﬂ (Strengths) LLazﬁméau

(Weaknesses) vasasAnslutiagifu Inen1suszifiunssifinrsanandeyaosdng ununagnsves aue.
YauUseanns 0.6 2569 - 2570 WNUNAYNSNITUIUITHALHAIWIUAAING W.A. 2567 — 2670 WHUNIT
muaumslutaynzdounandes (Risk Register) sefuine/lasanns Jauussunas 2569 uasnanis
Fufiunuuimsenudesd 2568 Seiaunaziouninsuanwndeunsluldednasouduuas
Jutlagiu Tnsanunsadinsziuazuansunanisussiiuaninuandeunigluniunseu 7S McKinsey

1aRam19199 4

A919% 4 Lansnan1sUsiliuan mndoun1eluTes duey. MUNTeu 7S McKinsey

138U 7S McKinsey

AnNInaaunIg Ty

Strategy
(nagns)

anUulifiAN 19 NSAAR SNa0AARBINUUNUINATUTBYATEAUYA
Wi MIiauunaarlesuteya n1slesgviteyaiiaduleung
n1sld Al luniasy

N139818A15NINUTBYANIATT WU AIUAISITUAY N1TVBLNET
dawandey v lvideuiuUssansnInn1suInIsINNITHaENITY TN
ANSILAINEY

n1susummuuleuiesguravsdudnduiesindunisaisly

Srea1aU I AAALSINARUAUNIHEINTUATUARINS

Structure
v I3
(las9a¥1909An3)

aﬂﬁﬂiagﬂusﬁauauh M IAUNUINKAZAIUSTURAYDUYDIE 189U
RGPV R A R [2R RIN PN R N R P A R RTA R RIS A G UAT!

1AS9E5 199U AT ALALIN T U LEU8H D9V WU SLAUNULIN
U neanzlATINISSEaUYR

o o [~ v [y ) | [} 1 [ Y
smmL‘UumawmzmugﬂLmumimmuiammzmNmsf[mLUu

SEUURYINUNINTU

Systems
(i%UULLﬁ%ﬂ’i%U’Jun’]’iﬁﬂx‘ﬂu)

STUUNUUNNTEUIUNSSFesTana SOP Wdnauiu tnsiane
NYTINITNUTIIRY

n1smiuAuAIMYeya (Data Quality) Uag Data Governance 4
oejsyninensitauliinsounquiiosdng
'wuummﬁuﬂthaamﬁ’sJ"LsziLuas‘éfaqmimiamuLLamJ%’qua
sioileq W SOC SIEM wag szuvdsesdeya
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N39U 7S McKinsey

dnmwInasuniely

N1399% 93V 19T V0TI NIINNYNUIEY VI ITADIIILNULAS

Usganunuegeianu

Shared Values
(ANDuULAZIMUSTTUBIANT)

yaansiardeusiudiunisadielseleviaisisug n1slddeya
JULAABUUTENA warn1svinaukuulusala

AT WANAUAUIANTTURALNITENTEAUNINTFIUTEYANAST

Skills
(INELHAZAIUTLIYIRY)

yaansianudemgyiuteya uivsdiudeaiuinugide
wAllA WY Data Architecture Machine Learning %39 Cloud
Computing

NuAUN Neteya Wae wazn15v1 TOR fedpaaiuninudila

lvinsounguuasiuadsuInUy

Staff
(UARINIUALANENTIN)

yAaINIiANL i ukasnTousuAnrauIuge widuIugly
Weanaaifisuiunisna wagvatedigfessessuanulngdiuam

N

AUABINITUAAINIWLNATIA WU Data Engineer Cybersecurity

Specialist §3g9nId1uIuNileg

Y

Style
uazsduuunig
USHI3)

o

GREPH
Y

v Ao A A U Y IS ! U
anUuiiTausssunsndenulafuazinnunaossigs

Y
Fedndudenaiussuuaiuayy Wy szuuniedsinnunanis

AU INDTDITUNUTUIA TR TN

3.3 NITIATIRVNENTNKINEDNDIATIN

PMANaNITUTEIRUEN NN aUA8UBN (PESTEL) wazaninuinaeunigly (7S McKinsey)
agy. didoyarsansdmnduansiiodaiinisiessst SWOT lussiussdng Tnediinguszase
Lﬁaizu@mﬁﬂ (Strengths) angau (Weaknesses) lon1a (Opportunities) WaggUassn/AIunImeg

(Threats) fifinasion1saniuauludeuyszuna w.e. 2569 waziiialdiduiiugiudAydmsussy

UsziiiuaudesfidAguesesans (Key Enterprise Risks) Fadugiunesnisimunnuidesszau
99ANT (Enterprise Risks) @1190LAAINANITIATIZY SWOT 1aRdn15199 5
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A19199 5 Wan1TILATIER SWOT 289 avey.

Strengths (S) - YAudINeluBAns

v

® AmUREIIYIUTYaLasinalulagyayAaINg

lasansszaurIAfiiiunisan wu Health Link waz
Travel Link

e szuufMnuguaRMAINTBYASITARUTY

®  NEUAYUIINKUITMMITTEAUEY

Opportunities (0) - Tan1da1nan muIndaunguan

LY Y

e lguruSunafIviatiuaYUUNUIMVRY ALy,
o msiAvlpveunalulad Al wag Big Data
® anuspINsldvayaniAigiiugadu

o lonaadenusuiieiuniheanusguasianyy

Weaknesses (W) - yndaunigluasans
® ypanIuazinuzanizniedliifivme

o laseadne unum wagAusuinveuuEIudiey

'
a

12 19N15USvUsEa1ul iU aununnsn 9
YYIYAVDIAN1UY

® SOP uay Workflow sgninadedaimuilinsudin
e szuudnwIAUUAeAiEteyafevenglinTauAqy
W INTY

® N3zUIUNITIRTRTAT eI AMUTNTuTun T WAL
LLazLﬁmijf’]’ﬂuL“?J”ﬂ"\ﬂﬁﬂ’i@UﬂﬁjuLLﬂ"Uﬁa’lﬂﬁJ’lﬂsﬁu

Threats (T) - AUYITMNEAINAEUBN
o msfudeulAnngmnesumsusiuteya
o uluueiuusuardudouanniu
® N15AANIUNYMINEAUTELANIATTIANLANGNNAY
o JuUszinaiivednia

v

o msudstusuyAaINIATTIafiuNAN YUY

(%

ASIATIZRANIUNTAILALAIANISAITA BTN DIAINARDNITANTUINUVDIFIT U LAt

(1) Mstuirdeunsiadiegnsmansautoyarunalg

o nguunguazngszileusunisudstiudeya Mueuranensialiy avy. desduiniiou
i welindisnunisuenianudulalunsweulssteyaiingunanasy

¥

Joyarunalngurand (D2)

e anUum deassadianisiusunanresudoyavuinalg s (D2) weliinnis
Woulgadoyaseninanyigu waziian1siduselevidoyadaiiasieviann
wwanvlasu

[ Y

(2) apunnyAaINTharlATEIUniaeed

o v

o anvun Ideiulunsinseiiddguazissiuanaiady edududesuims
Fansindanulriaenndostunssnufiinay
(3) MSUSMTIUUTEINUNElATRINNAUR I UUSEUN WA NN DY
o nsidendalml vlinszurunissaasseuUssunasiedne Tud 2570 luwuai
Yauuseanu dawalnanuludlilasunisdnassevlsranaludranarenau (eneu

lugaeiegseninansiiansansuseanad 2570)
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3.4

e an1UuY ArIUIMIINTITINeIuUITINeg19liUTEANSAII anunsadieunasula
prandmunedifnunly eg1sduan warliideu welviiuruviearaudnsy
atiuanulml Turisudssanumnansnay

(@) anugdutauveingmneiiuleyaninisg

o

® nguueAuteyarIEUSTINawatukasitemvualimiouiy W n1sld
Toyadruyana madawmeteya wazmnusiunmidlaves ilknisdad old
Toyasiuiusgninambenuddiiduldluiamadety waveradudedninsenis
Udeyalulduselond
(5) eudswnumalladuaziognammsloues

o w a 1

®  STUUANTAUNATDIANIUU ﬁaﬂsaﬁusﬁagamﬂmLLazmmnmwﬂwmuﬁm’mmm

o

Pt p ¢ =
"iNLﬂuL{j']wllr]ﬂm@QﬂqiiﬂﬂmisﬂLuaiﬂqﬂmu

L4 maqcymmaﬁaga isquﬂ%?ﬂ 7N30n151AUALUY Ransomware/Data Breach

D1IAINANTENURBANUTDLY LATAITNAVANVDIADIUU

UszuauidesdidnAguasasins (Key Enterprise Risks)
mﬂmamiﬂizt,ﬁuam‘wLL%@ﬁauﬁ'ﬂﬂﬂauaﬂLLazm&ﬂumaﬂamﬂ'ummiaU PESTEL wag

McKinsey 7S 53u8an153A51e9% SWOT aunsaagulainiladeatsduiidmasioninunion Ay

ViMme wazaudsadgnsmansvesantueg el ded 1Ay N991nAUAIANTIVeIYIEIIY

aeuen uleuieninsgittdsunlasegesinsa muinmimanelulad Msveiedivesnisia

neluesdns naenaudediaiiunineinsuasngmuneteyaninsgninnududeu

wioudadedenanilugnisiivun “AudeeseaussAns” (Enterprise Risks) avgy. Lo

ANTdUN1IUTEIaNATINAUTOYAIN Risk Register 518618 NITNUNIUNANITUTNITAIULE B9

VauUszanas w.A. 2568 Awuanslunsndl 6 azAUAUTENSAIERsIINEUSNITTZAUEL LiTe L

anansaseyANudsaninansenudeimingvesantulunmsiulieggndeswasseusu Kaans

Aansiivun Uszinuanudesfididgyeeennsdiuiu 5 Ussiiu asounguidMdnagns n1s

UURu M3y nsUuAmunguuiy wazmalulad dawanslunisned 7 Jaduaudesiides

M Uae9lnATnLazInyiwHUUSUIsANULAs sl uTunaum B LY
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A5199 6 NSNUMIUNISUSINSANULABIUIUUTTU W.A. 2568

AMULEgslsuUTEN
N.A. 2568

NISNUNIUNANITUIRITANUERITIUUSZN W.A. 2568

Strategic Risk (RES):
lalgusaadresanusiuieny
NUIYUNUSTASIUNIS
Wouloadeyaldauununa
gNSURI AveY.

seRUALLA DA 74 (12) anaawndo Urunans (9) 31nn1saniuunsnig
d1579AUNToU Useundunus wasatuauunuisuaunig nouda
Fuipdousne nsuudsiudeya ogrdlsiniy dmudlgyiivaavde loun
Fupsuonansildiianuu nsunguanefigliauysal anulindouves
U181y warAIuLd esfusiessuunansii deaalusioides 91An1s
UspifiuGegnsmans Ussiiudwaundu RES T 2569: anuidesuves
yhessuneusndensdenlsstoyadiuunasvlesy D2

Operational Risk (REO):
HUSTNIT5A U uE9u10
Usvaun1sallun1susnis au
derallaanunsaaniuau
Tamandvanglud 2568

SERUAILLAYS 44 (12) anaanie fin (4) MAIINANTOUTUTINYLEUINNS
591 OKR/PMS nsimuadadsadaiau waznisinaulndde vinls
AMEINSElUNNSUIINSATY agnslsiny nsheluifiaanulésulusssu
wlovredisiuaunnidy dwaliiinanunadunenisfiandn udinus
fuimsasAtuuinssnuidivtudadureddniddy mnudssdandnis
wndsududnuusddlasatie tlug REO T 2569: amulmaifiiiuiu
NENUIY BINANTZTNUADATITNAINENUDIFN1UY

Financial Risk (REF):
TaiflsuUssun i g anens
mseiuliduluaunisia
MsandmsaniTu

seduaAes U1unad (9) anaaumde sunn (1) ndainaaduldsunis
Faassavdszanandi uiundn 68% uslumsufvd ansAaluadfildsu
veunmneiis T IRvegeiTeddy Seudsulssnaldsuiiugy
wiaudasnsldsufinduludnsfigandt Tasanizeuissausedu
ulgune eiamnfumnuidssdslassaing willg REF U 2569: suuszanm

lugswedmsunstuindsusuluilazud Ay e senivu

Compliance Risk (REC):

5305 Wila Tuisesngmane
58 T U wast avaA Ul
Aeatesiios audiwanszny
AUNTALHUIUYD N1 TU

sefuaIdes Uunans (6) anaande ¢ (4) Weswiniinisdaeusu PDPA,
TOR, Digital Workplace, BDI 101 1Jusu V‘fﬂﬁqﬂmmﬁmmLﬁﬂf\]mm%u
wideissnaduilymeande Aoaruvainunatsuazdudeuvesnguane
é’m%’a;ﬂamﬂ%’gﬁlﬂwﬁu LS PDPA, Cybersecurity Act, Data Governance,
Al Regulation 59U89AMULANAIIVDINITAAINTZNINNRUL9U ViNTH
Ussiuiliunsioluidu REC U 2569: amnududourasngrunedudeoya
mpsgiidsuasensliteyavesaniiiu

Technology Risk (RET):

UINTNITTNYIA1LIT UA
Uaanneniglgiueslulasu
nsusulsalviviuadeuas
ASUD AUATNBHUNTS
AHUIIUYDIENTU F99N
IiAnseanaunislaues

) a a ° )
FEAUANULFLD 9 (12) anaanas #1110 (1) ANN158NULIUIEANNLIUAS
lguas N1599¥ 6 Domains (ID-GV) N159UTUYABINT WAENITATI
Uszidiunieluasudau wlAnud e unnuIzanatog W Usa AR L
an1un1saldeleiuasaeuenyseinalauIulswInty Jeyaniasy
nanerdutduunelaufndn wazdadosaanusiatilasly SOC, DRP wax

. [ :J’ <3 a%jd v a 6 YV
Incident Response A3ty Usginuildsgnanseauluignsenansliily
RET U 2569: siwanaulaiuainionavilieyadilvansessuuneavedn
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A9 7 UsLiumnudesidAyuesesnns (Key Enterprise Risks) Yeuusyana w.e. 2569

UsTAnNAULEYS

Uszuadnudesid Ay vesasnns (Key Enterprise Risks)

1. Strategic Risk

RES: fianuardituniswenlesvesuteyaiiunannesudoeyavuialvg
W9w1f (D2) 1ies9n dalusinguune/ngseideu ANeunuIun1sia
lnense Jadanalvidesdinszuiunsauenasnalstunauy

2. Operational Risk

REO: lasuuaunungaulniiu@neg19angyiuiy 2UaINansenumonis
ANTUIUNANVBIFIUUY

3. Financial Risk

REF: Ty auUssunaud@ s uanulul 1 A 9n15n15TULAA U UL 29
JUUTTUIUNANNDU IUAINANTENUABLU MU UD9E01UU

4. Compliance Risk

REC: auidesainanudnlapaiamdoulunisiinauwasnisuuianu
A MEIAPRNG

5. Technology Risk

RET: szuvansawmnavatanItus gnlaudnisleiues audwmalidoys
$7lva gayvie nieszuuliuinisngavedn (Ransomware / Data
Breach)
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unil 4
LHUUSWISINNITAMULEYI99ANT Use1UauUseuned w.A. 2569

PMNATIATIZRAN NS DUNBUDNLAzAETUYOIan 1 TURLNTaU PESTEL Wag McKinsey
75 Tdsnsdansgideyaninnsiinsies SWOT thu avgy. IfssyUssiuandsadagnemansd
finasionsussqilmunevesaadululsuuszann na. 2569 sgwseusiiu waziiielnisuinis
audssvesant ulvegnadussuunaraenadesiundninasinusadeunsensenisaduag
U219 COSO ERM 2017 gy, Fasjsdnyin “unuudmsanuidesseiuesdng” Tnefmunsziuan
A o9 (Likelihood x Impact) 704uiazUszifiu d519uuanien1sdan1snanud safl ivunzay (Risk
Response) 53 lin¥83A213LA B3 (Risk Owner) uazH{¥28191989AMLd B3 (Assistant Risk Owner)
sdeivuniad Tanuid safidrd (KRN i eldlunisinaunasd el ssnisianiuuay
Usziliusa (Monitoring & Evaluation) unalndrdnlunisadsannuidesiu

4.1 IUILEIAYRINITIATIILNUUINITAALES

N3INTUNUUSIIAUEITERUDIAN ST INgUTEadALD
1. Mvuaenudesiddysenisussaidmunegmseansvesantu

[

2. dngnuanudAvesnudssinesusnsegtalussuy

o

3. YN SURAYTOUNISTUSMIIAILELS LAk 191veeAdades (Risk Owner) wagy¥ae

9
¥

WIVBIANULEES (Assistant Risk Owner) 88199004

o o

4. IMHUUSINTANULAB AL AT InAULESINANAE (KRI)

o

4.2  sTAuUAMUEYLaznein1sUsEIsuY

msUszifiumandsadunisduunuaginnsandadiduanuddyvesanudosiifion
Tnensuszdiuainlenadiasiin (Likelihood) wasnansznu (Impact) Wielildssfuaiudes (Risk
Level)

o Tomaflaziiav3andud (Likelihood) manefis anudvssnisiinmsnsainindes
hiflemadndusnndesdisda lemsfansananaddnsiamsnisellueda Jagiu
vidonsmansaldrmthueslonaiiazifnlusuian

®  ANUTULTIVEBNANTZNU (Impact) ynBTs ANAFULSITBAMANTalANEABETIvN
Aedundazdmmansenuludiuniigg dwansenutuiansanldtadesna ud
waLdovesunsiiy waznansenulsnaunm liun Jeidesnmdnvaivesosdns
Anulaendludinwasnindduvatunains wavUseansnavensaniuau

® szAuAULEBe (Risk Level) munaAviniunaguuessziuloniavieruifinig
A eoso1ind u (Likelihood) LATIEAUAINUTULTINT aNaNTENY (Impact)
fullownananuides
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3EAUAULEYA Risk Level =
szaulanan3aA1ud (Likelihood) x TeAUANNTULIMTONANTENU (Impact)

Tnganunsasunesnundunnuglinudes (Risk map) ladn1s199 8

M19199 8 UHuIIAUEES (Risk map)

wansenu | Y
o8N {19y Urunang a9 #9110
(Impact) v v
Tan1aina
1 2 3 q 5
(Likelihood)
Lﬁmsﬁugamn 5 5 10 15
o
WNAVUES q 4 8 12
\RAZ Ut 3 3 6 9 12 15
\Rnduiiey 2 2 4 6 8 10
Aindusn 1 1 2 3 4 5

INMIAUIUMUUNUYTAIEES (Risk map) amnsaagzuseauaudes (Risk Level) lng
ffesuteanudsalaily 4 seau fasneavidenlunisnei 9

a o i Y} .«.:1' . i o a
M99 9 NTVALLUITEAUAINLALY (Risk Level) agAURUIEVDILLAAL IEAUAINULEYS

AU AU
y AUNNNY
AULEBY AZUUY
o v ¥ WY o & Y Y = v
szaunldanunsaganiuld Iududeasdanisanudssluniui
17-25 | ay oy e
iielvinudesanas uazegluseauneeusulaluiagn
g9 sgauldanunsagansuld lnedeuihseTuasdnnisanudes
) 10 - ].6 = YR o a Y v
(High) ielviegluseiuiveusulasely
Uunans 5o szauwaausuld wideslinismuay iedsadulalliaudes
(Medium) Teglusgaunvausulild
£ o v vy Yaay a9 & a ua =
oy 4 szaungausuld lngldisauauunaluduneuntsufiRnud
(Low) AuA waEAneUsEAiuAUEsImaanTEeEIaIN1TU URMY
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4.3

LHUUSHISAIULED999ANTUIUUTZUE W.A. 2569

an1ium laiansanszyUssinuanudesseauesansfidestasunisdnnistudeuyszana we.
2569 Wi muadFURATeUTDIUAasUSIAUANEDY Auandlumn1sed 10

M1519% 10 Uszihunudesesnns Jaulssana w.e. 2569 uavisulingeu

- Uszihuanudesasdns HSuRnvau
UsznAnULae g o '
UsuUszaunas w.A. 2569 (Risk Owner)
AALEEIRUNAENS RES: da31ua191lun1519 eulesvesudoyatdn
(Strategic Risk: S) wnannesutayaruIAlnguiYA (D2) 1Hesann
galiiinguuie/ngszdou Ausununenisia Y
. aww o v JRIBINT
lagnse Jedwmalinesdnsguaunsaiwenars | ¥
5 QGHIENE PR
LGREPIRY! “ ¢y
I ~m 3 - p S LAYBIAAINY3
AMUFBIRIUNITURUAANY | REC: avadssainanudilanaiaadeulunisfianiig §
ng)sziley wazmMsUURALNgvinemudeya
(Compliance Risk : C)
a 1'% a wa Yo PN a ! CYCY
ANAEEIRUNNTUURY | REO: lasuneuninenulyidiiuiiuegansiuiu au
(Operation Risk: O) AWANTENUABNITANIUINUNSNUBIEAIT U seaSuaen
AYULEEIAIUNTIRY REF: laiflsudszuadmsuanului i deoin1snas nAuulee
(Financial Risk: F) Fuiadou Tuyrulssaiamaneu audg | YNOAARILAZUIINS
nsgnusl e vesEn iU
anudesdumalulag | RET: szuuansaumavesan tus galandnislowes | sesdiuienis
ATEULNA udwalideyaTilva agymie visesvuuliuims | ndunuysannisias
(Technology Risk: T) neAvedn (Ransomware / Data Breach) 3Lﬂiwsﬁ%’ayua
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UsTnNAULEY:
UsziAuauLae:

funagmns (Strategic Risk: S)
RES: finnuandnlunsidelesveuteyatunanwasuteyavuralvgjuiennd (D2) Wesann ddsifingrane/ngssdeu

VI&IE*JU‘VI&H gA1NALABAT maawa‘lwmmuns“mumimuLanmiwmawmau

N15USSIIUAULES:

wnaain1sUsEiulantansanluanazing (Likelihood): Tan1anis

Woulgsyatayaringunanasy D2

NATINITUSEUANNTULIWTONANTENU (Impact): n15ldUselevinny

Toyardaliasiziannunannasy D2 Tuniadiusing 9 (Sector)

Taniavsanluanazing (Likelihood)

Weenin 60 Yavoya

FTAUAUTULIIVITONANTENU (Impact)

Ligninluldussleviimunsiinsgideyaiay

25

4 60 - 80 yateya 4 gnihluldusslevdsnunsiinsgideya 1 n1adu
3 81 - 100 yadeya 5 gnihluldusslevdsnunsiinsgideya 2 n1adu
2 101 - 120 Ynvoya 2 gnilUldusglevdaunsimaeiteya 3 nadiu
11NN 120 Yadeya gnihWlduselerdsumslesizidoya snnnin 3 A
wansznu | Y
(Impact) | 488N uey | Uunan ge geun .
Tomiin Risk Score: 4 x 3 = 12
(Likelihood) ' ? ’ : >~ sziuanuidies: sedug
Lﬁﬂ%’uqqu\ 5 5 10 15
Aindugs 4 4 8 Cu) 16
faduthg 3 3 6 9 12 15
Hinduifoy 2 2 4 6 8 10
Hadugn 1 1 2 3 4 5




#1196

(Causes)

LUININITIANITANNLEE
(Risk Mitigation Tasks)

unuUgURN13/Aanssugan
(Action Plan)

Key Risk Indicator
(KR

1. Sslaifinguane/ngsudeu 7
NOUNUNEANTNALA avgy. lnems
Tuns@exlesuazuaniudsutoya
FENINVIUILNUNATY

MP 1: wdnaulvitin nouane/
nnsedeu Avouvsneansiali
avgy. lnensdlunsidenleuas
uanidsuteyasevinamiieny

\eleulystoyaiingunanasy D2

Jreze1l 9910 399 NUINEIININIT
wistudeyaddvia uaviidng
nszUIUNIRIIINMETUTEAY
Wszs1vUgQR

svavdu edunalndansalunis
SvunndnNae 35ms waztunou
nmadenlostoyavesmhsauvesiglv
anunsaduiadounnanesy D2 Tenu
Whnunenou 90 319 setlgudiin
wengaunIinlenisudstudaya
Advia uazlauerenMySTULAT Lo
forsanliiinadeduldlussosdu
Inienanssesiunisusaulduas
NOYUIY LYY DSA DPA Wag NDA,
Data Gov Checklist 1Husu

30 sevaudinunensguuns
Tenensiusdudeyaniva

wrgnszurunisianTanves
asa. eluhauiiunn 69

2. WUIMUAEUDNUNNUIUET
PaanudlafisafuLnannesy
D2 wazlunsudeanuLanmng
senIanannasy D2 AY
uwnanvleusudoyaremienuy

MP 2: a3$1ensSusunanviesy D2
ADUUILINUN Y UDA

Sulduiidznundnumsiinseideya
TrunuIgUAINUeN DYt 4
ads/A)
FovhAouszandunusunannosy D2
vuuled BDI aghatios 2 31/

nswesledeyaiingiu

wwaneasu D2 1iudy
tiaenidn 20 yadoya/lnsund
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#1196

(Causes)

LUININITIANITANNLEE
(Risk Mitigation Tasks)

unuUgURN13/Aanssugan
(Action Plan)

Key Risk Indicator
(KR

DU 19U Exchange Platform a9
GAARE

JufINTIUREUNS TuFuuuysey
qUUWY waEnIIANIT AMUNITYTAN
nsteyaLitensiing1zsi eehatien 2
n$a/
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UsTnNAULEY:
UsziAuauLae:

N15USSIIUAMULTES:

wnaginsussilivlaniansanduanazia (Likelihood): Tanianaziin
AnularaiandoulunisinuvseuJuRnungraneiuteya

aunsuiRnungseideu (Compliance Risk : C)
REC: aAnudesannanudilanaaadeulunisinnuuazmsufjianunguanediudoya

NATINITUTEUANTULIMTONANTENU (Impact): s8AuAdsniY

INMIAANUAIIRLATEUVTOUS UAM N nesutayalignaes

laniausanluanazing (Likelihood)

mﬂgumwumﬂwmummwﬂaﬂmmmaauiumaﬂgwmamu
Guama Lﬂmmmmmwmmuaamﬂmauﬂmmmiﬂgummmsm

FTAUAUTULTIVTONANTENU (Impact)

gnUSu/Aulnuun e deyadiuyAnavs NN
N9, NRAAEEMENINITRUES, gnasuamUlaeviIEu

mmimmﬂmaﬂg‘wmaLmﬂmmuizmwasamumu i iy, a3 enudevnedeteidivsesnnseg wilieddiny
a4 AU TR linsariu ‘vﬁaﬁmﬁaulsusuamammaﬁmsﬁa%a iAmsngavein/endnmesiiunuiudeyavedlasins
Wuszes 4 dAey, mmmammmmﬂwmamﬂu AnPaidession
2 AURURNUUNsaud ] wﬂ%aﬂgwmaamamumu el L%amumammmmﬂm’msama
aallsiudlalunisienu ilsddeiamanmidunsnsm . i“mumimaﬂﬂj”aa/a’lsu’u,wawumumimmmngwm&%u
fafe/uunUFoR wilfuitRmusenddbiidafei fowdlumenansvietuneunsly
2 Fongunesuteya eraindelianaadniiesluundems AedeRananaantietlunsufjdmungmne fesiuusy
fuitRnudanudladaeu ldumseusuetsasinawe 1 2 uflumsdeniienans visevumudumeumsviem uelsl
Ailo/mnufoasesiu shlviiemsirnuranaedeutionsin naznulasnslags |
dwaernzanuneluanioy Wy Asswmsiymuenansiia
Hnasiania 1Assns visensiiugua
wanssnu |, Y
(Impact) Uayun uay Yrunane gi gamn
Efmmod) 1 2 3 4 5 Risk Score: 3 x3 =9
Bodugann | 5 5 10 15 seRuAaEse: seduunans
\Aindugs 4 4 8 12 16
Aindutng 3 3 6 (9)‘{ 15
\Rndutioy 2 2 4 6 8 10
Aindugn 1 1 2 3 4 5 08




#1196

(Causes)

HUININITIANITANULHE
(Risk Mitigation Tasks)

unuUgURN3/Aanssugan
(Action Plan)

Key Risk Indicator
(KRI)

nusnefiAuguasudeyadi
Aedesiudeyavatsatu uaxd
mnmsUFtRmsmiuguad
upnsineiu Jeindamnisiau
waziduguassalunisufuinule
AnusaadnlavesudRausie
nusnefiieafudeyadsl
\igane

MP 1: @519n133u3aungvaned
muguasudeyalifuguiia

P mIusIuTInngvang

magvesiuteys wavtenaisu/ve

A a o U o 1A a wa
PI1INLNYIVDN QWWWQN@/LLU'JUQ‘UW

dmiudujURnuvesantu

o o o

JavihdeussydunusuzUuLuun

= 1

Wnfadguazsnauiugu oRa
lnvaglansedrfgyroinguangluy
3ULUY Infographic, Bullet point,
Ailoas

Y 9

(Quick Guide) nnlnsxna

[

IANINTIUBUTUANMUZAUNY VLY

ayaungUURL agtley 1 ASS

D e

Hapanelvidsnemsade
NVNIEY TINTINTIVABULDNAITNN
ngsnefiiedesiumsliteya
v3efuminsauiimfugualieiin
nsfanutengrueiieadesiu
Toyalinseiy

WAnN1salTeRANAIRAIY
I G| a wva
N1IARIIUNTONITUUA
AUNVHNEATUTBYAT
MTIANY
1NN 2 AT lATUNE
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Usziamanades:  a1un1suifeu (Operation Risk: O)
Uszihuanuides:  REO: ldsuusununenulnlinuinag1ansiiuiu audinansenuaani1sandusundnussaniiu

nsUsEiuAULEe:

(4 a =] aa a . . 1 4 a =] ] Y -q"}tu
wnaain1suseiiulaniansanudnaziin (Likelihood): Tenasulv NATINITUTEUAMUTULTMTONANTENU (Impact): N15aoURITTn
VLA DENNZVIUAY anuu

Tanransaniudnaziin (Likelihood) FTAUAUTULIIMTONANTENY (Impact)

ANNTOMIUNTASLBUAT I AMUAETUMALS

I9SunaUmNeIINNII 10 ASIHDY v
1Jp8nI158ay 50

132 L aunsamiunsasauiFIamuan T uvuale
4 ASUNBUMLNY 7-10 ASImal 4 o,
ludnsiauay 50-74
152 A aansasunsasaumT amunantusiviuale
3 ASUNDUNLNY 4-6 ASIHDT 3 o,
Tuneiauay 75-99
ve LA annsaslumsdae Ui SamuTiansusviuele
2 l9suneuNY 1-3 AT 2 3
Sagay 100

9suueauvng 1 A5wat

W ve o N A5 UNSANBUMTIALAAILNST NS, AU
(WladudSuieweundn)

Risk Score: 4 x 3 = 12

wansynu | Y .
a 4 | Hosun 1oy | Urunane g4 ga3n o, = o
. mpac ITAUAIULAYN: FEAUAN
Tenmaiin U
(Likelihood) 1 2 3
Lﬁﬂ%‘uﬁdu’m 5 5 10 15
a X ( )
Andlugs 4 4 8 12
a X w
iadutng 3 3 6 9 12 15
a & w
WNaYuliay 2 2 4 6 8 10
Anduen 1 1 2 3 4 5 30




#1196

(Causes)

HUININITIANITANULHE
(Risk Mitigation Tasks)

unuUgURN13/Aanssugan
(Action Plan)

Key Risk Indicator
(KRI)

avey. IASUNDUNLNEAITEIUTEAU
ulgueiuANag19NEyiuiY Insdl
FIUIUYAAINTNIINA

MP1: US¥59an1SANaIaAulA
ADNAABINUNITLINY

IAVNUDATINIGIAY AT TEUY
Dashboard fuypang tielinis
USysdansiluluegradiuse@nsam
ﬁmsﬂismuiﬁmﬂmﬂi%”msn WUy
Fast-track Ingldszaznianaifiunisdnm
9kt 30 Tu
finsAneumsuianuresyaainslu
52U Jira 910 2 @anni lungudiney
langnusnanan

NUALPSUAAITEU
YLYUILLTINIY
11nN91 2 ASIRalATUNE

MP2: Walunnasaulansauusus

& A ' Yy A o
manuNITel Baviegula el
annun1sadsaniu Inglidanasanns
d9up UMY InanITU

nsuseifiuanunieslunissuiieny
an1UNTRNSIAI (Pre-test) Tlinga
qﬂmﬂﬁﬁﬁﬁﬂaquﬂ (Change Agent)
H90BNLUUNMTOUSH WardnnIToUTY
Bauuanns Tumsdaviuaudinns
(BCP)
auiunsusziiiuanunsanlunissuile
AUANUNTISIAIY (Post-test)

ANYNFIAINAITBUTY

nan1sUsEiluAunsauly
AMssullenuantunisal
LS9PU
#and1 65 AZLUY
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Ussnanuides:  A1un1skeu (Financial Risk: F)
Uszhuadnuides:  REF: hiflsuuszunadivsuanulnifndasnisnisdunaou Tugesuussananaenau audnansenuaaitivangvasaaiiun
N15USSIIUAMULTES:
(4 a =l aa a . . a A 4 a =l o A
wnaginsUsEiiulantansanudnazfia (Likelihood): lanmaRkuatvie  Na9INITUSHIEIUAMNTULIMIONANTENU (Impact): Han15aL iU

PnnlesuInassy 2569 waiuiduRuazaudnsunulmiluidnly

TAs9nN5 LR Mg

laniausanluanazing (Likelihood)

FTAUAUTULTIVTONANTENU (Impact)

a

ARUAMMED 1NN 15%

Wanssnu |, Y J
(Impact) Uayun uay TUNaN gi gamn
Tonaifin
(Likelihood) ! 2 3 4 5
(Aindugeun 5 5 10 15
a &
\intlugs 4 4 8 12 1
a & 9
indude 3 3 6 ‘ 9)(12 15
a & v
\induday 2 2 4 6 8 10
&
\ingugn 1 1 2 3 4 5

Risk Score: 3x 3 =9

lLifdRunsude lalanunsamdiunulassnsindlaae
Aa o a w aumstasinislvdlaund Ingldyransneluves
4 HRupande Usuninvisawinnu 5% v o o .
4 anusiunses e liflauuseanasnadiunig
e . , . AN
3 HRuAED 1NN 5 % weliiiAu 10% - TR ” =
3 stunslasansudlautsdiu Tngldauusesanaantu
. | . avaunilogat i a1ihnduny
2 HRuAWED 1NN 10 % welaiiiu 15% - TR ” =
) mtunslasansivadlnutsdiu Tngldauuseanaantu
avaunlogog91in wianansawsaliunislaviulanau

muiunslassnsvdlaenuwku Tnglttuasauii
AURUNTLA ML

STAUAULEYS: SEAUUIUNAY
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LUINIINITIANITANULE LS

UL unuUURns/Aanssudan Key Risk Indicator
(Causes) (Risk Mitigation Tasks) (Action Plan) (KRI)
Al UusunIINISEee Jwwlduiay | MP 1: USM1sNsigaesuUseunn MuuaulauIenisiganesulseun ASAngIUUsEUN

wenassguandlutistauyssunn we.

2569 diWalin1sinasseaulseunalsedn
YauUszanas w.a. 2570 dAuaidn
Fati ielmie3usudssanaEanse
AfiuN1TbAU1eEIY dlnauysyann 39
Snasndusunansiounilinou Fazl
Aseuaguulmilun1sudeenula

28195 UsEANS A Wil LTl RuALnae
avaudnsulasansirdlueig
JUUTEUUNA19N DY

pg1adiuseanSam wazidulumiueu
Wnhlasanvisedsienisiiey
MAUAUNIS I8 9UUsTU AN
ulgule
fanunTsltanenaisunay N
53U Dashboard ymnlsiifulumiu
wHu T hntnlasen1suse

Y o

HE1WI8N"5ENY AduNISUSUBHLTIA
A9AAARINUNNSIIINDIS
AnnuNanIsauUnNlaTUNE

H11N15UTEYN Management

LAULHUNINATT 100%
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Usznmanudes:  auwmalulagansauwmed (Technology Risk: T)
Uszihuadnudes:  RET: ssuuansaumnaAvasantium gnlaufinislawes audwalidayaialua geymne wisszuuliusnisugaysdn

(Ransomware / Data Breach)

nsUszdiuanudes:
insinsUsziulenmanionudilaziia (Likelihood): lnwgnsaign  nausin1sussiliuauguusssoranszny (Impact): seuumsiiuing,
laudnislaiues audwansenusan1syieu (IRP, DRP uwag BCP) AwsiunsUaende, deyaiila
Temauioanudilazia (Likelihood) FTAUAUTULIIMTONANTENY (Impact)

Anfu wihfuvesnnmii 5 asa luseu 17 gnlaunslaveiauinaandamesoan i

fidsansznudensiiunuvesanty sidludungvane deyaddty uagnaiu

4 | Aefiu 4 a¥e luseu 17 4 gnlasdmsleuesauineudemese
MewansenusiamsauvesEn sTuuvanuMIuSMS uaesosUSumsn/uleung

5 Ani 3 ASa luseu 17 2 gnlasfvilaresauinanuidemnesie

Ndwmansevusiomsiiunuesantu FEUUMANIUNISIIUINT FaunwUURNsanunsnsessu

Aofu 2 ade luseu 17 gnlausmslaveiauinanudemese
2 Admansevusomdiiunumesanity 2 sruuvdnuisau SausuUfRmsannsasesiu

Aatu 1 ads vi3elsiRntues Tuseu 17 gnlaAvlaues asnsawdlulaviug

fidsansznudensiiunuvesanty Inglidmanamsmidunuvesanitu

Risk Score: 3 x 4 = 12

wansynu | Y ,
Youun 1oy | Urunane a4 g917n o = Y
(Impact) v Y ICAUAIULEY: i%@]‘u%ﬂﬂ
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